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Key Takeaways

Statistical based historical knowledge
(Cyber Threat Data) of advisory’s
tactics will tell a story

Everyone In the community needs
help contribute to the story by
associating tactics and technigues to
current events

We need to start using threat intel data
to actually produce intelligence
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Once We Understand the Story

FORECAST MODELS

BAMS

LESSER
ANTILLES

We can start to predict the storm!
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How Does a Good Disney Story End?
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Questions?




